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FIRST CHANGE
6.x Procedures for  Broadcast of Assistance Data
6.x.1 Broadcast of Assistance Data by an LMF
The following procedure is used by the LMF to support broadcasting of network assistance data to target UEs. This procedure is not associated with a UE location session. It is used in an AMF LCS stateless manner to send network assistance data to a gNodeB for broadcasting by the gNodeB to target UEs. RAN positioning procedures related to LMF and gNodeB communication are specified in TS 36.455.


1.	The LMF invokes the Namf_Communication_N1N2Message towards AMF carrying a Network Assistance Data message. The Network Assistance Data message includes assistance data which may be optionally ciphered. The corresponding TA_list and LMF identity are included for AMF routing purposes.
2.	The AMF sends the Network Assistance Data message to the NG-RAN, conveyed in a N2 Transport Message. The AMF includes a Routing identifier that represents the LMF identity in a N2 Transport Message. This Routing identifier is not dynamically retained at the AMF (i.e., the AMF remains LCS stateless).
3.	The NG-RAN node broadcasts the assistance data contained in the Network Assistance Data message.

SECOND CHANGE

6.x.2	Delivery of Ciphering Keys to UEs for Broadcast Assistance Data
The following procedure is used by the LMF and the AMF to distribute ciphering keys to UEs to enable UEs to decipher broadcast assistance data that was ciphered by the LMF. This procedure is not associated with a UE location session. 


                         Figure 6.x.2-1: Delivery of Ciphering Keys to UEs for Broadcast Assistance Data
1.	The LMF invokes the Nlmf_Broadcast_CipheringKeyData Notify service operation towards the AMF carrying one or more ciphering keys used to cipher network assistance data that is broadcast to UEs according to the procedure in clause 6.x.1. For each ciphering key, the LMF includes a ciphering key value, a ciphering key identifier, a validity period, position method, a set of applicable tracking areas and a set of applicable types of broadcast assistance data.
2.	The AMF stores the ciphering keys including the validity periods, position method, applicable tracking areas and the types of applicable broadcast assistance data.
3.	AMF receive a location request, if AMF does not receive location request, step 4-10 are skipped.
4.	If the UE is in CM-IDLE state, UE instigates the UE triggered Service Request as defined in clause 4.2.3.2 of TS 23.502 [19] in order to establish a signalling connection with the AMF.
5.	After receiving the location request from AMF, UE shall check whether the ciphering keys it stores expires, if the ciphering keys does not expire, step 6-10 are skipped.
6.  UE invoke the ciphering keys update request towards NG-RAN via N2 transport request. 
7.	The NG-RAN node forwards the Ciphering keys Request to the AMF. 
8.  The AMF includes in the Ciphering keys Response  one or more ciphering keys applicable to the current tracking area for the UE. The AMF also includes for each ciphering key the ciphering key value, the ciphering key identifier, the validity period, position method, the set of applicable tracking areas and the set of applicable types of broadcast assistance data.
9.	The RAN node forwards the ciphering keys response to the UE. The UE may start to use each ciphering key to decipher network assistance data that is broadcast according to the procedure in clause 6.x.1 once the validity period for the ciphering key has started and if the UE is currently in an applicable tracking area. The UE shall cease using a ciphering key when entering a tracking area not applicable to the ciphering key. The UE shall cease using and shall delete a ciphering key when the validity period for the ciphering key has expired. 
10.	The AMF deletes all information for a ciphering key when the validity period has expired.




***** End of CHANGE *****
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